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Underlag till svensk standpunkt infor kommande EU-
forhandling — forslag till digitala paketet

Implementeringsradets bidrag till svensk stdndpunkt framgar i sin helhet
i avsnitt 5. Radets forslag i sammandrag ar:

e Fortydliga och klargor overlapp, motsagelser och terminologin
mellan EU-rattsakter inom cybersakerhet, digitalisering och
artificiell intelligens.

e Infor mer enhetliga och forenliga kriterier och krav for
inrapportering av incidenter.

e Lat CSA-certifieringen vara giltig for 6verlappande krav.

o Sikerstill att cybersidkerhetsregleringar inte hindrar
datadverforing eller motarbetar globala datafloden.

1. Implementeringsradets uppgift

Implementeringsradet har i uppgift att bista regeringen i arbetet med att
starka svenska foretags konkurrenskraft genom att undvika implementering
over miniminivan och motverka omotiverade regelbérdor samt minska
administrativa kostnader och andra fullgorandekostnader vid genomforande
av EU:s regelverk i svensk ratt. Implementeringsradets arbete ska utga ifran
ett foretagsperspektiv.

Implementeringsradet ska lamna underlag och rekommendationer till
regeringen, dels som bidrag till svenska stindpunkter i forhandlingar, dels
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om hur EU-rattsakter kan genomforas i svensk ritt pa ett siatt som inte ar
mer langtgaende ur ett foretagsperspektiv dn vad rattsakterna kraver.

Implementeringsradets arbete har sin utgdngspunkt i problembeskrivningar
som formedlats till radet, framst fran branschorganisationer och deras
medlemsforetag. Under arbetet med underlagen tas ocksa kontakter med
andra som ir insatta i respektive sakomrade, till exempel myndigheter. Mot
bakgrund av den information och kunskap som inhdmtats och inom ramen
for den aktuella rattsaktens 6vergripande syfte gor radet en sammanvagd
och sjalvstiandig bedomning av hur foretagsperspektivet kan tillgodoses pa
ett indamalsenligt sitt i varje enskilt fall.

I framtagandet av detta yttrande har radet frimst anvint sig av underlag
som inkommit genom samtal med sakkunniga/naringslivsexperter fran
Svenskt Naringsliv, Teknikforetagen, SOFF, Almega, TechSverige, Svensk
Bankforening, Visita, Transportforetagen, Livsmedelsforetagen, Svensk
Handel och Tkem. Implementeringsradet har darutover tagit del av skriftliga
forslag och sammanstéllningar fran Digital Europe och Orgalim.

Berorda EU-rattsakter

EU-kommissionen har aviserat att ett forslag kallat det digitala paketet
(omnibus) ska komma i slutet av 2025. Det ar vid forfattandet av detta
yttrande inte fullt ut kdnt vad som kommer att inkluderas i det digitala
paketet fran kommissionen. Det finns bland annat information om att
revideringar av cybersidkerhetsakten (CSA) kommer att inga. Tidigare har
det diskuterats att dven forandringarna av dataskyddsforordningen (GDPR)
skulle inga i detta omnibuspaket. Det har dock férdandrats och planeras nu
laggas fram separat i borjan av ar 2026 (meddelades vid stakeholderdialog
den 15 juli av DG Justice). Detta yttrande amnar séledes inte tacka
foretagens fulla perspektiv och kommande medskick angdende revideringar
av GDPR.

Mal och syfte med EU-rattsakterna

Revideringar av cybersikerhetsakten

Planerade revideringar av CSA syftar till att forenkla, sdkerstilla synergier
mellan initiativ som giller forbattring av unionens beredskap samt att
minska den administrativa bordan och effektivisera genomforande for
foretagen. Malet ar att effektivisera cybersikerhetsatgarder, starka
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cybermotstdndskraften och uppna en hog gemensam niva av cybersédkerhet i
hela EU.

Revideringarna kommer framst omfatta: Europeiska unionens byra for
sakerhets (ENISA:s) mandat, att utveckla det gemensamma
certifieringsramverket for cybersakerhet (ECCF) for 6kad resiliens samt att
ta itu med utmaningar relaterade till sakerheten i IKT-leveranskedjan.
Revideringarna har initierats av ENISA mot bakgrund av den skyndsamma
utvecklingen inom cybersikerhet, bland annat vad galler komplexitet och
antal attacker. Det har dven tillkommit flertalet andra narliggande rattsakter
efter inférandet av CSA, vilket har paverkat ENISA:s roll och uppdrag.

Inforandet av CSA for cirka sex ar sedan (ar 2019) innebar bland annat att
ett gemensamt certifieringsramverk for IKT-produkter och -processer
etablerades, European Cybersecurity Certification Framework (ECCF). Det
infordes i syfte att bland annat skydda industrier, medborgare och kritisk
infrastruktur fran interna och externa hot. Det finns bland annat behov av
att forbattra certifieringsramverket samt fortydliga roller och ansvar hos
olika aktorer genom processen for att starka sikerheten genom viardekedjan.

Planerade dndringar av dataskyddsforordningen syftar till att forenkla
lagstiftningen som tridde i kraft ar 2018. Det ar dnnu inte ként i vilken
omfattning dataskyddsférordningen kommer att 6ppnas upp for revidering.

Inforandet av dataskyddsforordningen innebar hardare krav pa hantering av
personuppgifter med syftet att skydda enskildas grundlaggande rattigheter
och friheter, sarskilt deras ratt till skydd av personuppgifter. Forordningen
omfattar samtliga foretag med hantering av personuppgifter.

I Omnibus IV ges forslag om andring av artikel 30 i GDPR (register 6ver
behandling)?, férandringar som radet inte kommer berora narmare i detta
yttrande.

2. Vari processen befinner sig forslagen?

Forslaget om det digitala paketet har aviserats i kommissionens
arbetsprogram for 2025. Revideringar av cybersikerhetsakten har varit ute

' T nuléget behover foretag med firre &n 250 anstéllda inte fora register ver alla personuppgiftsbehandlingar,
sd lange behandlingen inte innebér séarskilda risker. Kommissionen foreslér att detta undantag dven ska
omfatta foretag med upp till 750 anstéllda, forutsatt att behandlingen inte &r av sddan art att den innebér
“hog risk” for de registrerade.
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for samrad mellan 11 april och 20 juni 2025. Andringar som ir aktuella inom
dataskyddforordningen har diskuterats i mote mellan kommissionen och
branschledare, branschgrupper och civilsamhéllesorganisationer i mitten av
juli 2025 och det planeras ett sarskilt mote om detta i september.

Formellt forslag fran kommissionen om det digitala paketet planeras under
Q4 2025, formodligen i december. Inget skriftligt forslag frin kommissionen
foreligger annu. Tillgdnglig information framgar bland annat av
kommissionens samradsdokument vad giller cybersikerhetsakten.

Trots detta tidiga skede och det relativt begriansade underlaget som finns om
forandringarna i det digitala paketet bedomer Implementeringsradet att det
ar av vikt att inkomma med ett yttrande. Det utifran att forslaget bland
annat har konsekvenser for en bredd av foretagare och att det fran berérda
branschorganisationer framkommit flertalet synpunkter och medskick samt
alternativa forslag. Yttrandet kan utgora underlag for bilaterala kontakter
med kommissionen, inskick i pAgaende samradsprocess eller annat
paverkansarbete i tidigt skede.

3. Ansvarigt departement

Forsvarsdepartementet ansvarar for revideringar av cybersikerhetsakten
medan Justitiedepartementet ansvarar for dataskyddsférordningen, vilka
omfattas i detta yttrande. I det slutliga forslaget till digitala paketet
(omnibusen) kommer dven Finansdepartementet vara ansvarig for berérda
akter.

Problembeskrivning ur ett svenskt foretagsperspektiv

Regleringar inom digitalisering, cybersidkerhet och automatisering har skett
med en hog intensitet vilket medfort att lagstiftningarna samlat upplevs
snariga och inte anpassade till varandra.

Flertalet av vidtalade branschorganisationer stiller sig overgripande
neutrala eller positiva till foreslagna revideringar av cybersakerhetsakten.
Bland annat ndmns det vara vilkommet att ENISA far ett utvidgat mandat
och ansvar.

Nir det giller dataskyddsforordningen, finns det farhdgor bland annat
forknippat med om hela férordningen 6ppnas upp for revidering.
Nodvandiga forandringar och korrigeringar bedoms kunna ske utan att
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oppna upp hela forordningen. Naringslivet vill fortsatt ha kvar
grundprinciperna i GDPR men det finns behov av regelforenkling nar det
kommer till administrativa bordor dar kraven anses oproportionerliga och
alltfor betungande.

Nedan sammanfattas de huvudsakliga problemomraden som fingats upp
kopplat till EU-rattsakterna.

Overlappande EU-riittsakter inom det digitala omradet
medfor utokade rapporteringskrav

Den snabba utvecklingen och regleringen av digitalisering, cybersidkerhet
och artificiell intelligens har gett upphov till 6verlappningar mellan EU-
rattsakter vilket bland annat medfort utokade rapporteringskrav for
foretagen och i vissa fall dubbelrapporteringar av liknande information till
olika myndigheter. Kriterierna for inrapportering av incidenter skiljer sig
aven at (troskelvarden, tidslinjer och rapporteringsmallar) i nulaget och
foretagen forvantas rapportera in incidenter enligt bland annat GDPR,
Network and Information Systems Directive 2 (NIS2), The Digital
Operational Resilience Act (DORA) och cyberresiliensforordningen (CRA).
Det finns dven skillnader i definitionen av “risk” mellan NIS2, GDPR och
cyberresiliensakten.

Det forsvarar for foretagen att leva upp till kraven i lagstiftningen da det ar
utmanande och tar tid frdn produktion/kiarnverksamhet att sitta sig in
regelverken, de olika rapporteringskriterierna och mallarna samt att
rapporteringen sker i olika system. Det giller i synnerhet de mindre
foretagen dar resurser och kompetenser ar mer begransade.

Exempelvis beskrivs upphovsrittslagen, AI-forordningen samt GDPR
relatera och delvis 6verlappa varandra. Detsamma giller for
plattformsdirektivet, NIS2-direktivet och AI-férordningen som i vissa fall
kan ses som komplementira2. Det finns behov av att fortydliga forhallandet
mellan dessa i syfte att underlitta for foretagens regelefterlevnad. Den lag
med hogst krav bor d& utgora utgangspunkt for harmonisering.

2 De tre regelverken syftar till att skydda grundldggande rattigheter. NIS2-direktivet fokuserar pé sdkerhet
och integritet, plattformsdirektivet pd likabehandling och arbetsvillkor, och AI-férordningen pé att sidkerstilla
att Al-system inte skadar hélsa, sédkerhet eller demokrati. NIS2-direktivet och AI-férordningen har
gemensamma beroringspunkter i fragor om sdkerhet och riskhantering, medan plattformsdirektivet och AI-
forordningen delar fokus pé transparens och skydd av grundldggande rittigheter.
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Inom finanssektorn lyfts exemplet om hur CRA och DORA 6verlappar
varandra och det saknas en tydlig hierarki mellan dessa. De bada syftar till
att forbattra cybersidkerheten men fran olika perspektiv, CRA med
horisontella regler for digitala produkter medan DORA omfattar en
resiliensram specifik for finanssektorn.

Det finns fler exempel pa 6verlappande lagstiftningar inom omrédet 4n ovan
namndas.

Inkonsekvent terminologi mellan akter, forordningar och
direktiv skapar onodig komplexitet och dr administrativt
krivande

Det rader en terminologiforvirring mellan flertalet regleringar inom det
digitala omradet dar lika eller snarlika termer och begrepp definieras olika.
Detta leder till utmaningar i att tolka, forsta och efterleva regleringarna for
foretagen och blir administrativt kravande.

Exempelvis har CSA en definition av "IKT-produkt" och i CRA definieras
"produkt med digitala element". Dessa ar exempel fran 6vergripande
lagstiftning, dartill finns definitionerna av produkter i sektorsspecifika regler
som tillkommer. Alla dessa lagar har krav for att produkter ska fa slappas ut
pa EU-marknaden och de tillampas samtidigt.

Ett annat exempel dr de inkonsekventa definitionerna av "vasentlig dndring"
i AI-forordningen, CRA och maskinforordningen (MR). Det finns dven
flertalet definitioner av “risk” mellan bland annat NIS2, CRA, AI-
forordningen och General Product Safety Regulation (GPSR).

Den parallella forekomsten av frivillig certifiering
tredjepartsbedomningar av 6verensstimmelse och
egenkontroll skapar forvirring

CSA fungerar for narvarande isolerad fran nyligen antagna
cyberlagstiftningar, inklusive NIS2-direktivet och CRA. Foretag, sarskilt de
mindre, star infor osdkerhet om hur frivilliga CSA-certifieringssystem
interagerar med nya cybersikerhets- och riskhanteringskrav enligt CRA och
NIS2. Den parallella forekomsten av frivillig certifiering enligt CSA,
tredjepartsbedomningar av 6verensstimmelse samt egenkontroll skapar

3 Business Europe paper — simplification of the digital rulebook (17 juli 2025).
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forvirring. Vidare patalas det av flertalet branschforetradare/foretag att det
ar av vikt att fortsatt ha CSA-certifieringen primért som valbar utifran att det
bland annat medger lagre trosklar for marknadstilltrade, medfor lagre
kostnader samt framjar innovation.

Det finns dven farhagor om att CRA som for nirvarande inte kraver
obligatorisk certifiering for nagon produktkategori kan komma att forandras
i framtida delegerade akter och att det da inférs som en skyldighet. For
narvarande foljer CRA den nya lagstiftningsramen (NLF), som gor det
mojligt att anvanda proportionella bedomningar av risk och
cybersikerhetsaspekter, inklusive egenkontroll for lagriskprodukter.

GDPR kan forsvara informationsoverforing och begrinsar
internationell dataoverforing

Artikel 10 i dataskyddsforordningen (behandling av personuppgifter som ror
fallande domar i brottmal och 6vertradelser) forsvérar i nulaget
informationsdelning mellan foretag och andra organisationer nar de utsitts
for exempelvis cybersakerhetshot. Branschen uttrycker att det ar fraimst den
svenska tolkningen av begreppet “personuppgifter som ror fallande domar i
brottmal och lagovertradelser som innefattar brott eller dirmed
sammanhingande sikerhetsatgirder” som forsvarar. Flertalet andra EU-
lander har intagit en annan tolkning som inte medfor forhinder av
informationsdelningen pa samma satt.

Det finns aven farhagor kring att GDPR begransar dataoverforingen globalt
(till tredjeland) och saledes mojligheten att anvanda och utveckla exempelvis
molntjanster. Svenska och finska foretag ar bland de ledande i att anvanda
molntjanster och det beskrivs vara en viktig del i att utveckla
teknikbranschen framgent. Vikten av globala molntjanster och annan digital
infrastruktur beskrivs i regeringens strategi for cybersidkerhet Sverige i en
digital virld (december 2024).

Motsigelser mellan GDPR och bland annat dataforordningen
forsvarar och kan hamma innovationskraft hos foretagen

Branschen uttrycker dven att det finns motsigelser mellan s.k.
dataférordningens4 krav pa att tillgangliggora stora miangder data (inklusive

4 Europaparlamentets och radets forordning (EU) 2023/2854 av den 13 december 2023 om harmoniserade
regler for skilig atkomst till och anvéindning av data och om dndring av férordning (EU) 2017/2394 och
direktiv (EU) 2020/1828 (dataférordningen)
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personuppgifter) och dataskyddsforordningens forebyggande forbud mot
utlimnande av personuppgifter. Aven om det anges att GDPR har foretride
vid konflikt mellan de tva forordningarna, beskrivs det komplexa samspelet
mellan bestaimmelserna skapa betydande osidkerheter for foretag pa teknisk
och avtalsmaissig niva. Foretagens innovations- och konkurrenskraft kan
hammas nar de behover dgna tid och kraft for att forstd och reda ut
motsigelser i lagstiftningarna. Problematiken patalas bli sarskilt tydlig vid
personal and non personal data (data som innehéller bade personuppgifter
och annan data).

Farhigor om att revideringar i GDPR kommer medfora
ytterligare komplexitet och administration, samtidigt som
lagstiftningen idag upplevs vara svartolkad

Flertalet foretag, i synnerhet mindre foretag, upplever fortfarande att det ar
svart att tolka GDPR och forsta huruvida de efterlever lagstiftningen eller
inte. Dessa utmaningar avspeglar sig bland annat i uppf6ljningar av
efterlevnadsgraden av GDPR bland svenska foretag, som visar att ca 37% av
smaforetag klarar kraven och ca 48% av de storre foretagen (dar flertalet har
en sa kallad Data Protection Officer).5 Det kan indikera ett behov av
ytterligare vigledning och radgivning.

4. Implementeringsradets analys

Berorda branscher och foretag

Det digitala paketet och revideringar av CSA och GDPR bedoms sl brett
branschmassigt och inkludera saval storre som mindre svenska foretag. Det
exakta antalet foretag som kommer att beroras av revideringarna har varit
svart att uppskatta, da det bland annat finns begransat med tillgiangliga
uppgifter om hur ménga som behandlar personuppgifter och/eller berors av
andringarna i cybersakerhetsakten.

Mikro- samt smé- och medelstora foretag kommer sarskilt att paverkas
utifran deras begransade resurser och kapacitet att sitta sig in i och stélla
om utifran ny lagstiftning. Men dven de storre foretagen paverkas da de
innehar en mer omfattande systemstruktur och i flera fall verkar pa en
global marknad med nationella olikheter i lagstiftningar.

5 Enligt unders6kningar frdn Entreprenorskapsforum och Integritetsskyddsmyndigheten, IMY.
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Konsekvenser for svenska foretag

Administrativa kostnader och andra fullgérandekostnader

Inkonsekvent terminologi mellan akter, forordningar och direktiv
skapar bland annat onodig komplexitet och det tar tid for foretagen att
tranga igenom lagstiftningen och veta om de verkligen forstatt den korrekt.

Den parallella forekomsten av frivillig certifiering (CSA),
tredjepartsbedomningar av 6verensstimmelse och egenkontroller skapar
forvirring och administration for foretagen. Det medfor dven en osakerhet
for foretagen om huruvida de uppfyller krav och ar dessutom administrativt
betungande.

Det finns farhagor att en total omférhandling av GDPR skulle medfora
kostnader istillet for att minska den administrativa bordan. Det pa grund av
att det bland annat blir svart att orientera sig och forsta hur foretagen ska
stilla om i praktiken for att efterleva lagstiftningen, framfor allt for de
mindre foretagen.

I och med att det inte finns ett fardigt forslag frin kommissionen dnnu om
det digitala paketet ar det svart for foretagen att uppskatta omfattningen av
kostnaderna som forslagen kommer att medféra. Men exempel pa kostnader
som skulle kunna uppsta for foretagen i samband med implementering av
det digitala paketet ar:

- Kostnader for konsulthjalp och/eller juristkostnader for att tolka
regler och hur foretaget ska stilla om for regelefterlevnad.

- Administrativa kostnader i form av exempelvis inlasning, kontakter
med ansvariga myndigheter, rapportering till tillsynsmyndigheter,
framtagande av nya policys med mera nar forandringarna sker.

- Administrativa kostnader for 6verlappande/fordubblade
rapporteringskrav och att sitta sig in i de olika
rapporteringsstrukturerna.

- Kostnader for eventuella inkop av nya/uppdaterade systemstod.

Det finns dven delar av branscher dar affarsmojligheter skapas till f6ljd av
regelforandringarna, sa som IT-konsulter och exempelvis rddgivande
konsulttjanster inom GDPR.
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Ovriga konsekvenser och pdverkan pd det svenska ndringslivets
konkurrenskraft

Om de reviderade regleringarna inom det digitala paketet blir for
omfattande och krangliga, finns risk att foretag avstar fran att starta och
skala upp affarer eftersom regelbordan blir en troskel.

Otydliga och betungande regler i GDPR kan gora att foretag (av radsla for att
gora fel, pa grund av osdkerheter kring vad som ér tillatet eller otillatet, eller
pa grund av de hoga administrativa kostnaderna som f6ljer), avstar fran att

utveckla nya digitala produkter och tjanster, sarskilt sidana som stods av Al

Otydliga och betungade regler i GDPR kan gora att foretag, pa grund av
osakerheter kring vad som ar tillatet eller otilldtet eller pa grund av de hoga
administrativa kostnaderna som f6ljer, avstar fran att utveckla och ta fram
nya effektiva och innovativa produkter och tjanster med hjalp av Al
Regleringar i GDPR samt Al-forordningen kan leda till att investeringar i Al
och teknisk utveckling inte sker i Europa, en tendens som redan setts inom
exempelvis ldkemedelsbranschen. Tillgdngen till stora och kvalitativa
dataméangder ar central for att foretagen ska vara en del av denna utveckling.

Det finns dven risk att investerarviljan avtar i svenska foretag om exempelvis
upphovsratten och skyddet av algoritmer och annan skyddsvird information
avtar som konsekvens av krav pa 6kad transparens i regelverken.

5. Implementeringsradets underlag till svensk standpunkt i
paverkansarbete och infor kommande EU-forhandlingar om
det digitala paketet

Fortydliga och klargor overlappning, motsagelser och
terminologin mellan EU-rittsakter inom cybersikerhet,
digitalisering och artificiell intelligens

¢ Anvind standardiserade termer och begrepp i EU-regleringarna och
gor det obligatoriskt att korsreferera definitioner vid utarbetande av
ny lagstiftning. Se dven 6ver och anpassa den befintliga
lagstiftningen pa omradet.

e Termer och definitioner for produkter, uppkopplade produkter och
omfattande dndring behover fa samma lydelse och forklaring i CSA,
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GPSR, PLD, maskinforordningen, dataférordningen, CRA med flera
regleringar.

e Fortydliga och minska 6verlappningar mellan EU-rattsakter inom
det digitala omradet. Nedan ar exempel pa fortydliganden som lyfts
av naringslivet:

- Artikel 5 GDPR® principer for behandling av personuppgifter.
Anpassa principerna om dndamaélsbegransning och
uppgiftsminimering for att magjliggora traning av Al-system pa
stora datamiangder. Det finns ett behov av att tydliggora att det ar
tillatet att "behandla" uppgifter i syfte att géora dem anonyma och
hur den typen av data far anvéandas.

- Artikel 10 GDPR (behandling av personuppgifter som ror
fallande domar i brottmal och 6vertradelser) har tolkats i Sverige
som att den hindrar mojligheten att dela information om
cyberhot (till exempel IP-adresser som forekommer i
hotaktiviteter). Det vore onskvirt med viagledning fran EU-niva
om hur denna artikel ska tolkas.

- Artikel 22 GDPR?. Det finns ett behov av att fortydliga hur
automatiserat beslutsfattande ska tillimpas pa Al-system och nir
den manskliga inblandningen ar tillracklig enligt krav i
lagstiftningen.

Infor mer enhetliga och forenliga kriterier och krav for
inrapportering av incidenter

e Infor forenliga troskelvarden, tidslinjer och kriterier for
inrapportering av incidenter for att minska den administrativa
bordan och oka regelefterlevnad.

6 Handlar om att uppgifter ska samlas in for sdrskilda, uttryckligt angivna och beréttigade andamal och inte
senare behandlas pa ett sédtt som dr oforenligt med dessa &ndamal. Ytterligare behandling for arkivindamal av
allmént intresse, vetenskapliga eller historiska forskningsdndamaél eller statistiska andamal i enlighet

med artikel 89.1 ska inte anses vara oférenlig med de ursprungliga &ndamélen (dndamélsbegransning).

7 Handlar om att den registrerade ska ha ritt att inte bli féremal for ett beslut som enbart grundas pa
automatiserad behandling, inbegripet profilering, vilket har réttsliga f6ljder for honom eller henne eller pa
liknande sitt i betydande grad paverkar honom eller henne.

A
A
thany

STATENS OFFENTLIGA
UTREDNINGAR



12

Implementeringsradet

e Anpassa tidslinjerna for rapportering av incidenter till GDPR:s
tidslinje/timmar modell for att mgjliggora en grundlig inledande
bedomning fore anmalan.

e Skapa en enda, harmoniserad rapporteringsmall som galler enligt
NIS2, CRA, GDPR och andra relaterade rattsakter.

¢ Incidentrapporteringen behover forenklas i takt med att nya
cybersiakerhetsregler implementeras. Detta kan uppnas genom att
utarbeta tydliga och stegvisa regler for rapportering av incidenter och
en enda kontaktpunkt.

Lat CSA-certifieringen vara giltig for overlappande krav

e Lat CSA-certifiering, nir den erhallits frivilligt och nir den uppfyller
relevanta juridiska skyldigheter, vara giltig for 6verlappande krav i
CRA och NIS2. Det i syfte att undvika onodig upprepning av
bedomningar eller revisioner.

e Behall proportionalitetsprincipen vid genomfoérandet av CRA genom
ett uppratthéllande av NLF och se till att lagriskprodukter fortsatter
att omfattas av mojlighet till egenkontroll, utan att utvidga
certifieringskraven utéver vad som ar absolut nodvandigt.

Sikerstill att cybersikerhetsregleringar inte hindrar
dataoverforing eller motarbetar globala datafloden

o Effektivisera och fortydliga kraven i GDPR, dataférordningen och
dataforvaltningsakten for att 6ka rattssiakerheten kring
internationella datafloden.

Kontaktperson i detta arende ar utredningssekreterare Veronica
Gotherstrom eller Lena Nordqvist
(fornamn.efternamn@regeringskansliet.se)

Beslutad av Implementeringsradet den 25 augusti 2025.
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